Security in relation to key length and Cryptographical Methods

Joseph Patrick C. Galvez

American Military University

ISCC266: Cryptography Concepts

Mr. Joel Stewart

5/25/2025

Security in relation to key length and Cryptographical Methods

A relatively new cryptographic method was created with the advantage of efficiency in regards to both computing power and security, this new method is also able to achieve a similar or better level of security with a much smaller key size compared to its predecessors. This new cryptographic method is called ECC or Elliptic Curve Cryptography. The difference between ECC and its counterparts is that ECC uses an elliptic curve in its mathematical calculations instead of just substitution and permutation like in AES and RSA. In addition to this ECC also achieves a higher level of security with a smaller key size compared to RSA and AES.

In mathematics an elliptical curve is any curve that is symmetric about the x axis (although it does not have to be on the x axis), another characteristic is that any straight line drawn through one will result in no more than three intersections with the curve. ECC uses a finite elliptic curve which are either the curves p-256 or p-384 (Polk et al., 2015, p.5) as the basis of its operation. Its operation takes the form of the elliptic curve discrete logarithm problem which uses the quality of the elliptic curve which has no more than three intersections with a straight line drawn through it. Points a, b, and c are both in this line, point d will be reflected across the x axis directly below, a line can be drawn from point a to point d which will result in another intersect which is point e (Paar & Pelzl, 2010, p.242). To crack the encryption the problem P & Q =kP, find scalar k must be solved, this problem is exponentially difficult. This demonstrates how the symmetry of the elliptic curve is used to easily produce new points in a way that is computationally more efficient when it comes to the encryption process.

The security of ECC comes from the fact that the number of times a new point is plotted is the private key. Now you may think that all of the values will take on the geometry of the curve and be easily predictable but modulo and the finite key takes care of that because this two put together will make the points appear to be scattered randomly which adds greatly to its security by making it difficult to find the original value the addition of modulo in ECC is defined in Paar and Plezl (2010) in definition 9.1.1. In conclusion ECC uses a predefined elliptical curve as a scaffold for the sake of computational efficiency and the addition of modulo enhances its security by making it exceedingly difficult to find both the number of times the point was doubled or where the starting point even was.

In conclusion, ECC was implemented to meet the threat posed by increasing levels of computational capacity while meeting the needs of computational efficiency in regard to encryption.

ECC meets the first criteria by using the structure of the elliptic curve to plot points by reflections and intersections from the starting point to the new state, this process uses predefined curves defined by the NIST for the sake of standardization. ECC also meets the second criteria by utilizing the elliptic curve discrete logarithm problem which gets exponentially harder the longer the key is.
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